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Preamble
EDI compliance measurements consist in checking if EDI messages exchanged comply with the UPU EDI messaging standards. A number of pre-defined checks per message are performed and reported.
EDI compliance measurements provide one aspect of data quality. They answer the following questions: is the information sent correctly? This is a basic layer of data quality: if data is not sent correctly, it may not be usable for other measurements.
EDI compliance measurements take each EDI message individually, without linking messages that relate to the same mail object. This is a totally different approach than the rest of GRS.
Other modules of GRS focus on mail objects and associated measurements based on information found in a combination of EDI messages, with ratios, time-lapses, etc.
This document provides detailed requirements on EDI compliance measurements, based on a solution in place, to be replaced by GRS.
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[bookmark: _Toc202718569][bookmark: _Toc211816431]Overview
[bookmark: _Toc202718570][bookmark: _Toc211816432]What is EDI compliance?
10 types of postal EDI messages are exchanged among DOs and between DOs and carriers (airlines). Each of these messages is based on one of the following data representation standards:
· EDIFACT
· XML
UPU EDI messaging standards are in place, with one standard per message.
Additionally, the UPU maintains code lists used in these messages.
The EDI compliance checks consist in checking that messages sent fully comply with the corresponding UPU standard.
The following aspects are checked:
· Correct structure, with presence of mandatory fields;
· Correct codes, including codes defined in external lists (in UPU code lists as well as other codes such as ISO 2-char country codes, IATA airline codes);
· Business rules;
· Business logic.
[bookmark: _Toc202718571][bookmark: _Toc211816433]System in place, associated information
A solution developed internally is in place and available to DOs and airlines.
The solution in place provides measurements monthly. These measurements are actually based on checks performed on a sample of data: 7 consecutive days of data in the month.
Detailed information on the measurements is provided to end users, via a dedicated webpage on the UPU website. This page can be freely accessed: https://www.upu.int/en/postal-solutions/programmes-services/quality-of-service/compliance-to-upu-standards 
Technically, the solution in place comprises the following elements:
· A dedicated database (SQL Server), with its specific EDI message loading mechanism;
· The calculation layer, fully integrated in the database (with SQL scripts)
· A web platform based on PowerBI
Access to the source code of all the above can be provided to the selected company.


[bookmark: _Toc202718572][bookmark: _Toc211816434]EDI checks and EDI indicators
[bookmark: _Toc202718573][bookmark: _Toc211816435]Data provision
In order to perform the EDI compliance checks, the system must read directly the EDI messages. This requirement is quite different from the rest of GRS.
Being able to read and digest EDI messages implies a specific program able to read both EDIFACT and XML structures, having the UPU EDI messaging standards (based on these market standards) also configured in order to successfully read the postal messages and report any issue.

[bookmark: _Toc202718574][bookmark: _Toc211816436]Reference data
This module must have up-to-date UPU code lists, as well as the following lists:
· ISO 2-char country codes
· UN/LOCODEs
· IATA airline codes
· IATA airport codes
[bookmark: _Toc202718575][bookmark: _Toc211816437]Calculation rules
There is one compliance indicator per EDI message.
For each EDI message, EDI compliance is calculated as a percentage, with 100% meaning 100% compliant with the standard. For example, for a given period, the performance of a DO may be 95.1% for EMSEVT, 93.3% for ITMATT, etc.
For most messages, measurements are done per message. Measurements are done per item/event for mail item-based messages: EMSEVT, ITMATT, ITMREF and REFRSP.
The list of compliance checks performed in the current system are provided in annex.
Each check is assigned a severity level, with 5 levels:
1. Critical
2. Major
3. Minor
4. Nice-to-have
5. Optimization
Checks for severities 4 and 5 are not taken into account in overall indicators.


[bookmark: _Toc202718576][bookmark: _Toc211816438]Other checks and indicators
[bookmark: _Toc202718577][bookmark: _Toc211816439]Overview
In the current solution, the following additional checks are performed and must be kept in GRS:
a) Origin IMPC compliance
b) Destination IMPC compliance
c) Message upgrade
d) EDI connectivity
e) Flight quality
f) ITMATT: sender postal address
g) ITMATT: recipient postal address
[bookmark: _Toc202718578][bookmark: _Toc211816440]IMPC compliance
Measurements a and b are based on the 6-character office codes (origin and destination) extracted from the dispatch identifier in PREDES messages. Other information is also taken from the dispatch identifier: mail category, mail class.
The dispatch characteristics are compared to IMPC attributes (information taken from UPU code list 108).
[bookmark: _Toc202718579][bookmark: _Toc211816441]Message upgrade
This consists in checking that the latest version of messages is sent. This only applies to messages for which there is more than one possible version.
[bookmark: _Toc202718580][bookmark: _Toc211816442]EDI connectivity
This consists in checking if EDI exchanges are in place when they should.
The calculation is performed with several sub-checks, detailed in the published explanatory notes for this indicator.
[bookmark: _Toc202718581][bookmark: _Toc211816443]Flight quality
The check consists in extracting flight information provided in CARDIT and comparing it with the official airline flight schedule.
This implies having access to the official flight schedules of (most) airlines. The UPU has a subscription for this, via a data provider, with monthly updates.
With the current calculation rules, only the quality of the first flight (flight out of the origin country) is taken into account in overall compliance results.
The quality of ongoing flights is still calculated and displayed, but the result is ignored in overall compliance. This is by choice.
[bookmark: _Toc202718582][bookmark: _Toc211816444]Sender/destination postal addresses in ITMATT
ITMATT messages include the sender and recipient postal addresses.
The check consists in verifying that some address elements are valid.
The check can be made via a call to an API provided by the UPU team managing postal addresses worldwide.
Details on what address elements are checked can be found in the explanatory notes document available online on the UPU website.

[bookmark: _Toc202718583][bookmark: _Toc211816445]Organization of results
[bookmark: _Toc202718584][bookmark: _Toc211816446]Dashboard
In the current system and with the top-down approach, all monthly results for a DO are condensed into a single value: the overall compliance level.
The details on how this overall compliance is calculated are available in the document ‘Dashboard explanatory notes’ available for download at the link provided in introduction.
In the current platform, results are shown in colors, with 4 levels:
· 100% compliant: flashy green
· Good: green
· Average: orange
· Poor: red
Each level is associated to a result threshold. The threshold values are provided in the explanatory notes.
The colorful display adds clarity and should probably be kept in GRS.
[bookmark: _Toc202718585][bookmark: _Toc211816447]Details per indicator
The system must give the possibility for users to drill-down on issues, with the following logic for EDI indicators:
· Level 1: dashboard – shows values for each indicator
· Level 2: for a chosen indicator, shows the list of issues with the number of affected messages/items
· Level 3: for a chosen compliance issue, shows the affected messages, showing precisely what the issue is.
For non-EDI indicators, the top-down logic is similar, but the exact logic depends on each indicator as their nature varies.
[bookmark: _Toc202718586][bookmark: _Toc211816448]Ranking
A global ranking of all DOs is also provided.
Today, this is only refreshed quarterly. It is proposed to keep the same period.
[bookmark: _Toc202718587][bookmark: _Toc211816449]Compliance of RESDIT messages sent by airlines
Airlines exchanging EDI will be given access to GRS in order to check their compliance. Their access will be different from DOs.
They will be able to see the following indicators (details can be found in explanatory notes available online in the UPU website):
· RESDIT compliance: with the same logic as EDI messages sent by posts
· EDI connectivity
· Duplicates events
· Multiple events
· RESDIT with CARDIT



Annex: list of compliance issues

	Error code
	Message
	Severity
	Description
	Explanations

	0
	PREDES
	Critical
	Message structure error
	This error is raised when the structure of the message is not compliant with the standard. This usually happens when segments are in the wrong order or a segment/group of segments is missing.

	1
	PREDES
	Critical
	Invalid dispatch ID
	Error raised when one of the following anomalies is found for the dispatch identifier:
· the dispatch category, in position 13 of the dispatch ID is not among the allowed values: A, B, C or D
· the length of the dispatch ID is not 20
· the last 4 characters of the identifier are not all digits
· the digit in position 15 is not the last digit of the current year
Note: this check is complemented by the IMPC compliance report, based on the dispatch ID.

	2
	PREDES
	Critical
	Message sent to wrong partner EDI address
	Error raised:
· when the owner of the destination IMPC of the dispatch is not the owner of the destination EDI address
· or when the destination EDI address is not compatible with the dispatch: incompatible location, or incompatible mail class, or EDI address not defined for receiving PREDES
Note: the error is not raised in case the destination IMPC is a military unit belonging to the own post as there may be a special agreement to still send the message to the national post in the destination country in this case.

	3
	PREDES
	Major
	Invalid dispatch close date-time
	When the dispatch closing date-time (data element despatch-closed-date-time) is not in the month of the report.

	4
	PREDES
	Major
	Invalid dispatch accounting date
	When the dispatch accounting date (data element despatch-accounting-date) is:
· after the departure date of the first transport segment
or
· in a past month.

	5
	PREDES
	Optim-ization
	Wrong dispatch previous number
	When the data element despatch-previous-serial-no is provided and contains the current dispatch number minus 1: the rule is that this data element should be provided only for the first dispatch of the year or if there is a gap.

	6
	PREDES
	Minor
	Invalid carrier-code-source
	Data element carrier-code-source can take the following values: 3 (IATA), 11, 13, 14 and 16.
When a value different from the list above is provided, this error is generated.

	7
	PREDES
	Minor
	Invalid flight number
	When the mode-of-transport is 4 (air), the carrier-code-source is 3 (IATA) and the conveyance-reference has more than 5 characters or has exactly 5 characters and the last one is a digit, this error is raised.
This is when an IATA flight number is expected and the maximum length of an IATA flight number is 4, plus a possible one-character suffix.

	8
	PREDES
	Minor
	Invalid IATA airline code
	When the carrier-code-source is 3 (IATA) and the carrier-code is not a valid IATA airline code.

	9
	PREDES
	Minor
	Invalid airport/location code
	When the origin or destination location of a transport segment is
· defined as an IATA airport but is not a valid 3-character IATA airport code
or
· defined as a UN/LOCODE but is not valid 5-character UN/LOCODE (location code)
or
· provided with an invalid location code source: value other than 3 (IATA) or 6 (UN/LOCODE)

	10
	PREDES
	Minor
	Invalid transport date
	Applies to the transport-departure-date-time and transport-arrival-date-time.
The error is raised if any of the following cases occurs:
· The segment is provided but the field is empty
· The format is date-time (code 201) but only a date is provided
· The format is date (code 101) but a date-time is provided

	11
	PREDES
	Major
	Invalid receptacle type (CL 121)
	When data element receptacle-type does not contain a value from UPU code list 121, for at least one receptacle in the dispatch.

	12
	PREDES
	Major
	Receptacle with 0 weight
	When data element receptacle-weight contains value 0 for at least one receptacle in the dispatch.
As this reports the gross weight, it is no possible to have a zero weight. The minimum weight is 0.1 kg.

	13
	PREDES
	Major
	Invalid receptacle mail subclass (CL 117)
	When data element receptacle-sub-class contains a value that is not in UPU code list 117, for at least one receptacle in the dispatch.

	14
	PREDES
	Minor
	Invalid combination of dispatch and receptacle subclasses (RL 117a)
	When the combination of receptacle level subclass and dispatch subclass is not valid, for at least one receptacle in the dispatch.
Valid combinations are listed in UPU code list 117a.

	15
	PREDES
	Major
	Invalid weight
	PREDES may include several weights: accounting weight, receptacle gross weight, receptacle net weight, item weight.
The issue is raised when one of these weights is negative or has more than 3 decimal places.

	16
	PREDES
	Optim-ization
	Receptacle subclass provided when = dispatch subclass
	When data element receptacle-sub-class is provided and is equal to the dispatch subclass (position 14-15 of despatch-ID).
This is based on the rule expressed in the definition of receptacle-sub-class in M41-7:
 “This is included only if it is different from the mail sub-class of the despatch.”

	17
	PREDES
	Major
	Invalid format of contents
	When an invalid format of content (not in UPU code list 120) is used in the accounting section or the operational section of the messages:
· Operational part: if data element receptacle-format-of-contents is not valid for at least one receptacle in the dispatch
· Accounting part: if data element TDs-by-format-format-indicator is not valid for at least one accounting total.
Note: in the accounting section, format ‘S’ is not allowed and should be replaced with ‘P’.

	18
	PREDES
	Minor
	Invalid non delivery code
	When data element item-non-delivery-reason contains a value that is not in UPU code list 112, for at least one identified item in the dispatch.
Note: CL 112 includes several codes valid in EMSEVT V1 but not in EMSEVT V3. These codes are: 11, 15, 19, 20, 23, 25, 26, 27 and 99. If any of these codes is used, the error is generated.

	19
	PREDES
	Minor
	Invalid/incompatible item level mail subclass
	When data element item-subclass contains a value:
· that is not in the subset of UPU code list 117 that applies to mail items, for at least one identified item in the dispatch
· or that is not compatible with the dispatch because it is a different mail class.
Please check valid values in column ‘Item level’ of code list 117.
Note: values CB, CN and UN are considered valid subclasses in this report, although their usage is not recommended in CL 117.
The error is reported only for the first item of the message with the issue.

	20
	PREDES
	Optim-ization
	Zero weight item
	When data element item-weight contains value 0, for at least one identified item in the dispatch.
This refers to section 5.3 of M41-7, rule 9 “Rule for the presence of numbers and weights in conditional fields”.
The error is reported only for the first item of the message with the issue.

	21
	PREDES
	Critical
	No accounting section - parcels
	When the dispatch is of mail class C (parcels) and no accounting information is provided: no EQD+PWN segment.
This refers to section 5.3 of M41-7, rule 8 “Rule for the presence of accounting information”.

	22
	PREDES
	Critical
	No accounting section - letters
	When the dispatch is of mail class U (letters), the mail subclass is not UC, UD, UF, UG, UH, UU, UY or UZ, and no accounting information is provided: no EQD+BLK or EQD+DMF or EQD+TDS segment.
This refers to section 5.3 of M41-7, rule 8 “Rule for the presence of accounting information”.

	23
	PREDES
	Major
	Parcels: totals for col 6 to 9 but no corresponding info at item level
	This error is raised when:
· parcel-bill-column-6-total is provided for the dispatch but parcel-bill-column-6 is not provided for any parcel in the dispatch;
· or parcel-bill-column-7-total is provided for the dispatch but parcel-bill-column-7 is not provided for any parcel in the dispatch;
· or parcel-bill-column-8-total is provided for the dispatch but parcel-bill-column-8 is not provided for any parcel in the dispatch;
· or parcel-bill-column-9-total is provided for the dispatch but parcel-bill-column-9 is not provided for any parcel in the dispatch.

	24
	PREDES
	Optim-ization
	Parcel cols 6 to 9 provided in MOA with value 0 or not numerical
	When any of data elements parcel-bill-column-6, parcel-bill-column-7, parcel-bill-column-8, parcel-bill-column-9 at parcel level contains value 0 or a non-numerical string, or when any of data elements parcel-bill-column-6-total, parcel-bill-column-7-total, parcel-bill-column-8-total, parcel-bill-column-9-total at dispatch level contains value 0 or a non-numerical string.
This refers to section 5.3 of M41-7, rule 9 “Rule for the presence of numbers and weights in conditional fields”.

	25
	PREDES
	Minor
	Carrier name provided when carrier code provided
	In the transport segment (TDT), a rule indicates that the carrier code or the carrier name is provided, but not both. So in case both are provided, this error is raised.

	26
	PREDES
	Optim-ization
	Item ID provided incorrectly
	For each item listed (segment GID), it is possible to indicate the item-ID-type, from UPU code list 185. It is stated that usage of this attribute has to be bilaterally agreed.
Note: for S10 identifiers, using this attribute does not add value.
This error is raised when the attribute is used, unless the IB is informed of a bilateral agreement allowing its usage.
The error is also raised when an S10 item identifier is provided together with object-type ‘R’, as this is associated to the provision of an enclosed receptacle, not an item. 
The error is reported only for the first item of the message with the issue.

	27
	PREDES
	Major
	Receptacle without any identified item in a UR/UX dispatch
	Error raised for each receptacle in a UR/UX dispatch when there is no identified item provided in the receptacle.

	28
	PREDES
	Nice-to-have
	Invalid item handling class
	Error raised when the item handling class is provided and is not ‘R’ or ‘V’ (handling classes are listed in UPU code list 107).
The error is reported only for the first item of the message with the issue.

	29
	PREDES
	Major
	Item mail class not consistent with dispatch mail class
	Error raised when the item mail class (based on the service indicator of S10 identifiers) is not the same as the parent dispatch mail class.
For example, if a parcel is in an EMS dispatch, the error is raised.
The error is reported only for the first item of the message with the issue.

	30
	PREDES
	Optim-ization
	Item insured value zero provided
	Error raised when an insured value of 0 SDR is provided for an item.
The error is reported only for the first item of the message with the issue.

	31
	PREDES
	Optim-ization
	Item final destination provided when equal to dispatch destination
	Error raised when the item final destination country is provided and is the same as the dispatch destination, for at least one item in the dispatch.
Note: the rule is that the item final destination must be provided if and only if it differs from the dispatch destination country.
The error is reported only for the first item of the message with the issue.

	32
	PREDES
	Minor
	Mismatch between item handling class and service indicator
	Error raised for items with a valid S10 identifier, when there is a mismatch between the item handling class and the item service indicator for at least one item in the dispatch.
There is a mismatch when the handling class is ‘R’ and the service indicator does not start with ‘R’, or when the handling class is ‘V’ and the service indicator does not start with ‘C’ or ‘V’.
The error is reported only for the first item of the message with the issue.

	33
	PREDES
	Major
	Letter format of contents information present in accounting section but not in operational section
	Error raised for dispatches of mail class U (letters), when:
· the accounting section includes format specific weight (at least one segment MEA+WTF),
· But in the operation section, at least one receptacle not marked as exempt and with a subclass other than UI (IBRS) and UM (M bags) is listed without any format indication (no FTX+ABN segment).

	34
	PREDES
	Minor
	Provision of both location code and name in transport details
	Error raised when the EDIFACT segment providing a location (LOC segment) as part of transport details includes both a location code and a location name (the standard indicates that one or the other must be provided, but not both).
The check is performed both for the departure and arrival locations.

	35
	PREDES
	Major
	UD/UV dispatches: non zero terminal dues weight
	UD and UV dispatches should not contain any mail subject to terminal dues. When the accounting section of PREDES indicates a non-zero weight subject to terminal dues for these dispatches, the error is raised.

	36
	PREDES
	Major
	UV dispatch: non-returned item
	This error is raised when an item in the dispatch is not returned to the destination of the dispatch. Technically, this is raised when the last two characters of the S10 item identifier differ from the first two letters of the destination EDI address.

	37
	PREDES
	Major
	Receptacle ID not consistent with dispatch ID
	This error is raised when a receptacle ID is not consistent with its parent dispatch ID. In other words, this happens when the first 20 characters of the receptacle ID are different from the dispatch ID. This may occur if, for example, the mail subclass provided in the receptacle ID is not the parent dispatch subclass.

	38
	PREDES
	Major
	Invalid amount
	PREDES may contain various amounts, in the accounting section and also in the operational section (amount in columns 6 to 9 of CP 87 for parcels, insured amount).
The error is raised if an amount has more than two decimals, is negative, or is not a number.

	40
	RESDES
	Critical
	Message structure error
	This error is raised when the structure of the message is not compliant with the standard. This usually happens when segments are in the wrong order or a segment/group of segments is missing.

	41
	RESDES
	Critical
	Message sent to the wrong partner
	When the owner of the origin IMPC of the dispatch is not the owner of the destination EDI address.

	42
	RESDES
	Minor
	Duplicate receptacle identifier in message
	When the same receptacle identifier appears more than once in a RESDES message.

	43
	RESDES
	Minor
	Receptacle in multiple RESDES messages
	When the same receptacle identifier appears in more than one RESDES message. When it happens, the error is raised for each RESDES other than the first one.
Note: standard M13 (RESDES V1.1) indicates in section 5.1 that “A receptacle shall be reported once only in RESDES: in a single RESDES message.”

	44
	RESDES
	Critical
	Invalid dispatch ID
	When the length of data element despatch-ID is not 20.

	45
	RESDES
	Major
	Invalid event code (CL 119)
	When data element receptacle-event is not in UPU code list 119.

	46
	RESDES
	Minor
	Invalid location code
	When a location is provided:
· with indication that it is a 5-character UN/LOCODE, but the code provided is not a valid UN/LOCODE;
· or with indication that it is a 3-character IATA airport code, but the code provided is not a valid IATA airport code;
· or with an invalid location code source (no value, or value other than 3 or 6).

	47
	RESDES
	Major
	Invalid transport arrival date
	When a transport arrival date is provided but is not in the current month or previous three months

	48
	RESDES
	Major
	Invalid format of content code (CL 120)
	When the format of content is reported and is not valid, based on UPU code list 120

	49
	RESDES
	Major
	Invalid weight
	RESDES may include several weights: receptacle gross weight, receptacle net weight.
The issue is raised when one of these weights is negative or has more than one decimal place.

	50
	EMSEVT
	Critical
	Message structure error
	This error is raised when the structure of the message is not compliant with the standard. This usually happens when segments are in the wrong order or a segment/group of segments is missing.

	51
	EMSEVT
	Critical
	Outbound event: message sent to wrong partner
	For outbound events other than EMC (events EMA, EMB, EXA, EXB, EXC and EXD), based on the destination country indicated in the event (data element destination-country), this error is raised when the EDI destination address does not start with destination-country and when the EDI origin address does not start with destination-country.

	52
	EMSEVT
	Critical
	Inbound event: message sent to wrong partner
	For inbound events other than EMD (events EDA, EDB, EME, EDC, EMF, EDD, EDE, EMG, EDF, EDG, EDH, EDX, EMH and EMI), this error is raised when the EDI destination address does not start with the last two characters of the item ID and when the EDI origin address does not start with the last two characters of the item ID, if the item ID has 13 characters.

	53
	EMSEVT
	Major
	Wrong event date
	For any event, when the event date is not a valid date, is older than the previous month or after the first day of the next month, based on the report month.

	54
	EMSEVT
	Major
	Invalid S10
	For outbound events (EMA, EMB, EMC, EXA, EXB, EXC, EXD and EXX), when the item ID follows the S10 pattern (13 characters, with 2 characters, 9 digits and 2 characters) but:
· the service indicator is not valid (UPU code list 124)
· or the value of the check digit is incorrect.

	55
	EMSEVT
	Major
	Item mail class incompatible with origin EDI address
	When the item identifier is an S10 13 character identifier with a valid service indicator and the corresponding mail class is not compatible with the origin EDI address
The check is performed based on the S10 service indicator
EDI addresses accept the following mail classes:
xx001: mail class E (EMS)
xx350: mail class U (letters)
xx301, xx310 and xx330: mail class C (parcels)

	56
	EMSEVT
	Minor
	EMA/EMC: invalid item mail subclass (CL 117)
	For events EMA and EMC, when data element item-subclass contains a value that is not in the subset of UPU code list 117 that applies to mail items. Please check valid values in column ‘Item level’ of code list 117.
Note: values CB, CN and UN are marked as allowed but not recommended in CL 117. They are considered valid in the compliance report. In other words, their usage does not raise an error.

	57
	EMSEVT
	Minor
	EMA, EMC, EMD: invalid item handling class
	For events EMA, EMC and EMD, when data element item-handling-class is provided and is not ‘R’ or ‘V’ (subset of UPU code list 107).

	58
	EMSEVT
	Minor
	Event office: invalid code (CL 108)
	When the event location is an IMPC (this is the case for events EMB, EXD, EMC, EMJ, EMK, EMD, EDA, EDB, EME, EDC and EMG) and the code provided is not a valid IMPC code (not in UPU code list 108).

	59
	EMSEVT
	Minor
	EMB: missing event OE for parcels or EMS
	For event EMB, when the item is a parcel (origin EDI address of type xx330) or EMS (origin EDI address of type xx001) and data element outward-OE is not provided.
Note: this data element is not mandatory in M40-7, but UPU Regulations make it mandatory for parcels. Similarly, EMS rules make it mandatory for EMS.

	60
	EMSEVT
	Major
	Invalid reason code (UPU CL 112)
	For an event providing a reason code referring to UPU code list 112, when the code in the message is not present in the code list.
Note: CL 112 includes several codes valid in EMSEVT V1 but not in EMSEVT V3. These codes are: 11, 15, 19, 20, 23, 25, 26, 27 and 99. If any of these codes is used, the error is generated.

	61
	EMSEVT
	Minor
	Reason code valid but not allowed for this event (UPU ref list 112b)
	When a valid reason code is provided but is not compatible for the event used. This is based on UPU reference list 112b providing a matrix of allowed combinations event code – reason code.

	62
	EMSEVT
	Major
	Invalid action code (UPU CL 113)
	For an event providing an action code referring to UPU code list 113, when the code in the message is not present in UPU code list 113.
Note: CL 113 includes several codes valid in EMSEVT V1 but not in EMSEVT V3. These codes are: D and J. If any of these codes is used, the error is generated.

	63
	EMSEVT
	Minor
	Wrong deliv location code (CL 199)
	For events EMA and EMC, when data element item-delivery-location-type is provided and contains a value that is not in UPU code list 199.
For event EMD, when data element item-delivery-type is provided and contains a value that is not in UPU code list 199

	64
	EMSEVT
	Minor
	Other code lists: invalid code used
	For data elements referring to a UPU code list other than those reported separately (CL 107, CL 108, CL 112, CL 113, CL 117 and CL 199), this error is raised when a code used is not in the code list.
The error information indicates the code list concerned.

	65
	EMSEVT
	Minor
	Invalid item weight
	When the item-weight data element contains 0 or an invalid weight (negative or not with format <9999.999>, i.e. max four digits plus three decimals)

	66
	EMSEVT
	Major
	Data element exceeds maximum length
	When any provided data element exceeds the maximum length defined in the standard. The error details indicate the event and data element concerned.

	67
	EMSEVT
	Minor
	EMC: invalid despatch number
	When data element despatch-number has a length of more than 4 and less than 20 characters.

	68
	EMSEVT
	Minor
	Lower case characters in item ID
	When the item identifier includes at least one character provided in lower case

	69
	EMSEVT
	Optim-ization
	[ID-type] provided for S10
	When the item ID is a 13-character S10 identifier and field [ID-type] is provided: the [ID-type] is not needed for S10 identifiers.
Note: this is not a compliance issue but a case of non-optimization.

	70
	EMSEVT
	Optim-ization
	[orig-DO] provided
	When field [orig-DO] is provided: this field is not very precisely defined in the standard and is interpretation and usage varies among DOs. As a result, when this field is provided, it is not useful for the partner post. It is therefore suggested to never provide information in this field.
Note: this is not a compliance issue but a case of non-optimization.

	71
	EMSEVT
	Optim-ization
	[orig-country] provided unnecessarily
	When field [orig-country] is provided and contains the same country code as the last 2 characters of the S10 identifier.
Note: this is not a compliance issue but a case of non-optimization.

	72
	EMSEVT
	Nice-to-have
	Invalid postcode
	When the sender or delivery postcode does not contain any digit, or contains only a series of zeroes (‘0’).

	74
	EMSEVT
	Nice-to-have
	Item mail subclass, non-recommended value
	When the item mail subclass is provided and the value is among non-recommended values CB, CN and UN. (note in UPU code list 117)

	75
	EMSEVT
	Nice-to-have
	Item net weight provided
	When an item net weight is provided: it is recommended to provide weight in the gross-weight field only

	76
	EMSEVT
	Optim-ization
	Zero volume provided
	When a volume of 0 is provided

	77
	EMSEVT
	Optim-ization
	Gross-weight with useless zero decimal
	When the gross weight provided includes unnecessary decimals (‘.0’)

	78
	EMSEVT
	Optim-ization
	Invalid email address
	When the sender or addressee email address is provided and does not include a ‘@’.

	79
	EMSEVT
	Optim-ization
	Invalid phone number
	When the sender or address phone number is provided and is a series of zeroes.

	80
	EMSEVT
	Optim-ization
	Repetition among origin fields
	When any two of the three data elements [sender-postcode], [office-of-origin-ID] and [place-of-origin] are provided and are equal.
Note: this is not a compliance issue but a case of non-optimization.

	81
	EMSEVT
	Optim-ization
	Domestic ID provided for EMD or EMF
	When a domestic ID is provided in addition to the S10 ID, for events EMD and EMF.
Is the inclusion of the domestic ID in EMSEVT intended?
Note: this is not a compliance issue but a possible data quality issue.

	82
	EMSEVT
	Nice-to-have
	EMH/EMI: invalid signatory name
	For events EMH and EMI, when data element signatory-name is provided but contains:
· a fully numerical string
· or non Latin characters
· or static text among pre-defined strings recognized as default values, such as ‘SIGNATORY’, ‘CUSTOMER’, etc.

	83
	EMSEVT
	Major
	EMA sent in transit
	When event EMA is sent for items that do not belong to the own post, so in other words, for items handled in transit. EMA is meant to be sent only at the point of collection from the sender.

	90
	PRECON
	Critical
	Message structure error
	This error is raised when the structure of the message is not compliant with the standard. This usually happens when segments are in the wrong order or a segment/group of segments is missing.

	91
	PRECON
	Critical
	Mismatch consignment ID - orig EDI address
	When the consignment identifier provided in the BGM segment does not start with the same country code as the country code of the origin EDI address of the PRECON message (the first two letters of the EDI address).
In order to cover the special case of consignments from ETOEs having an ID starting with the sending IMPC code, the system does not raise an error for such consignments if PRECON is sent from an EDI address belonging to the ETOE owner.

	92
	PRECON
	Minor
	invalid IATA airline code
	When a transport segment provides an airline code but this code is not a valid IATA code

	93
	PRECON
	Minor
	Invalid airport/location code
	When a transport segment:
· provides an airport code but this code is not a valid IATA code, 
or 
· when a transport segment provides a 5-character UN/LOCODE but the code is invalid,
or
· when the location code source is not valid (value other than ‘3’ or ‘6’).
The check is made both for origin and destination. The description indicates if the problem is with the origin or destination airport.

	94
	PRECON
	Optim-ization
	Receptacle serial number provided
	The PCI segment provides the receptacle identifier (field receptacle-ID). The segment also contains another field: receptacle-serial-number, conditional. For this second field, the description indicates ‘NOT TO BE USED’.
The error is raised when field receptacle-serial-number is not empty.

	95
	PRECON
	Minor
	Duplicate receptacle identifier
	When the same receptacle identifier appears more than once in a PRECON message.

	96
	PRECON
	Major
	Incomplete route
	When the arrival location of the last transport segment does not match the destination EDI address of the message.
Note: there are a few special cases for which transport ends in a country for delivery to the nearby country. Several such cases are already taken into account, but in case a special case appears wrongly as an error in the report, please contact the IB project team.

	97
	PRECON
	Major
	Missing transport details for airmail and S.A.L.
	According to the standard, for airmail and S.A.L. a number of data elements are mandatory. When these elements are not provided, this error is raised.
The following data elements are checked:
· Departure location: error raised if the mail category is A (airmail) and it is missing for the first flight
· Departure date-time: same as above
· Arrival location: error raised if the mail category is A or B and it is missing for the last flight
· Arrival date-time: error raised if the mail category is A and it is missing for the last flight

	98
	PRECON
	Major
	Invalid weight
	PRECON may include several weights: receptacle gross weight, receptacle net weight, container weight
The issue is raised when one of these weights is negative or has more than one decimal place.

	99
	PRECON
	Major
	Invalid mail category
	PRECON provides the consignment mail category. This issue is raised if the value provided is not valid (not in UPU code list 115).

	100
	ITMATT
	Critical
	Message structure error
	When the structure of the message does not comply with the XML schema of ITMATT v1.5.0.

	101
	ITMATT
	Minor
	Invalid sender name
	The sender name is empty or contains some invalid contents, such as a series of question marks, or a default string clearly not corresponding to a person’s name

	102
	ITMATT
	Minor
	Invalid sender address - premises
	There are up to 4 lines of premises. This error is raised when the first line contains a single character in the Latin alphabet, that is not a digit or when any of the four lines contains:
- ‘??’ 
- or a special string not corresponding to an address, such as ‘UNKOWN’

	103
	ITMATT
	Optim-ization
	Invalid sender address - repetitions
	There are up to 4 lines of premises. This error is raised if any of them repeats the country code or locality name: these fields are provided separately in <country-code> and <locality-name>

	104
	ITMATT
	Minor
	Invalid sender phone/fax
	Error raised if the phone or fax contain a series of zeros (example: ‘00000000’)

	105
	ITMATT
	Major
	Invalid sender email
	Error raised if the email address is not empty and does not contain the ‘@’ character, or if it contains more than one ‘@’ character.

	111
	ITMATT
	Minor
	Invalid addressee name
	See error 101

	112
	ITMATT
	Minor
	Invalid addressee address - premises
	See error 102

	113
	ITMATT
	Optim-ization
	Invalid addressee address - repetitions
	See error 103

	114
	ITMATT
	Minor
	Invalid addressee phone/fax
	See error 104

	115
	ITMATT
	Major
	Invalid addressee email
	See error 105

	120
	ITMATT
	Minor
	Invalid item identifier
	When the item identifier is not a valid S10 identifier

	121
	ITMATT
	Minor
	Invalid code from code list
	When an invalid code is used. Error details indicate the data element concerned and the wrong code provided.
Note: this does not include the tariff code (HS code). This check is treated separately with issue #127.

	122
	ITMATT
	Optim-ization
	Zero amount
	When one of the following (optional) amounts is provided with value zero: insured value, postage value, additional fees.

	123
	ITMATT
	Minor
	Content piece: zero net weight
	When at least one of the content pieces has a net weight of zero (0).
Note: there may be more than one content piece per item. Compliance calculations are made at item level for ITMATT. It is therefore considered that this issue occurs for an item if it occurs for at least one of its content pieces.

	124
	ITMATT
	Minor
	Content piece: invalid description
	When the text description is empty, is made of a single character, of digits only, or contains only generic text such as ‘item’, ‘goods’, etc.: list of unacceptable terms for the description of goods published by the WCO (English / French).
Note: there may be more than one content piece per item. Compliance calculations are made at item level for ITMATT. It is therefore considered that this issue occurs for an item if it occurs for at least one of its content pieces.

	125
	ITMATT
	Minor
	Duplicate item ID within a message
	When the same item ID appears more than once in a single message: this brings unnecessary confusion on the receiving side, and since an update of information replaces the previous set, only the latest update should be sent in that case.

	126
	ITMATT
	Critical
	Invalid EDI address for the message
	When the EDI address of origin and/or destination of the message is invalid. Typically, this happens if the address includes an address qualifier.
Example: ‘CH501’ is a valid address but ‘CH501:UP’ is not valid.

	127
	ITMATT
	Major
	Invalid HS code
	This issue is raised:
· when the content piece tariff heading is provided with a length other than 6, 8 or 10 characters;
· or when the first 6 characters of the tariff heading do not match a valid official HS code, as published by the WCO.
Note: there may be more than one content piece per item. Compliance calculations are made at item level for ITMATT. It is therefore considered that this issue occurs for an item if it occurs for at least one of its content pieces. 

	128
	ITMATT
	Minor
	Invalid event date
	When event information is provided for an item and the corresponding event date is not in the current or previous month.

	129
	ITMATT
	Nice-to-have
	Missing HS code for goods
	Raised when no HS code is provided for items having a nature transaction code other than 31 (gift) and 91 (documents).

	130

	RESCON
	Critical
	Message structure issue

	When the structure of the message is not compliant with the standard. This usually happens when segments are in the wrong order or a segment/group of segments is missing.

	131
	RESCON
	Minor
	Receptacle in multiple RESCON messages
	When the same receptacle identifier appears in more than one RESCON message. When it happens, the error is raised for each RESCON other than the first one.

	132
	RESCON
	Minor
	Duplicate receptacle identifier
	When the same receptacle identifier appears more than once in a RESCON message.

	133
	RESCON
	Minor
	Invalid location code
	When a location is provided:
· with indication that it is a 5-character UN/LOCODE, but the code provided is not a valid UN/LOCODE;
· or with indication that it is a 3-character IATA airport code, but the code provided is not a valid IATA airport code;
· or with an invalid location code source (no value, or value other than 3 or 6).

	134
	RESCON
	Minor
	Invalid transport arrival date
	When a transport arrival date is provided but is not in the current month or previous three months

	135
	RESCON
	Major
	Invalid weight
	RESCON may include several weights: receptacle gross weight, receptacle net weight.
The issue is raised when one of these weights is negative or has more than one decimal place.

	140
	CARDIT
	Critical
	Message structure error
	This error is raised when the structure of the message is not compliant with the standard. This usually happens when segments are in the wrong order or a segment/group of segments is missing.
The message structure differs from the normal one in case of a cancellation CARDIT: in that case, only a few segments are expected. If too many segments are provided for a cancellation CARDIT, this is reported as a structure error.

	141
	CARDIT
	Critical
	Mismatch consignment ID - orig EDI address
	When the consignment identifier provided in the BGM segment does not start with the same country code as the country code of the origin EDI address of the CARDIT message (the first two letters of the EDI address).
In order to cover the special case of consignments from ETOEs having an ID starting with the sending IMPC code, the system does not raise an error for such consignments if CARDIT is sent from an EDI address belonging to the ETOE owner.

	142
	CARDIT
	Major
	Main flight departure date-time before consignment completion date-time
	Error raised when the departure date-time of the first main transport is before the announced consignment completion date-time.

	143
	CARDIT
	Minor
	Handover at origin before consignment completion date-time
	Error raised when the handover date-time at origin is before the consignment completion date-time.

	144
	CARDIT
	Minor
	Invalid location code for handover at destination
	Error raised when the handover location at destination is declared as an IATA airport code but is not a valid IATA airport code

	145
	CARDIT
	Minor
	Handover at destination before consignment arrival date-time
	Error raised when the declare date-time of handover at destination is before the declared consignment arrival date-time

	146
	CARDIT
	Minor
	Invalid receptacle type
	Error raised when the receptacle type is not in UPU code list 121

	147
	CARDIT
	Minor
	Invalid IATA airline code
	Error raised when the airline code used is not a valid IATA airline code

	148
	CARDIT
	Minor
	Invalid IATA airport code
	Error raised when the origin or destination airport code is not a valid IATA airport code

	149
	CARDIT
	Minor
	Duplicate receptacle ID in consignment
	Error raised when at least one receptacle in the consignment is repeated more than once in the message.

	150
	CARDIT
	Minor
	Inconsistent location: UN/LOCODE announced, 3-char code provided
	Error raised when, in a LOC segment, the announced location type is UN/LOCODE (type 6 in data element handover/origin/destination/ location-code-source), but the location provided has 3 characters.
NOTE: a UN/LOCODE has 5 characters.

	151
	CARDIT
	Minor
	Transit time too short between two flights
	Error raised when the transit time between two consecutive flights is less than 90 minutes.
More technically, this is when the following conditions are met:
· There are multiple transport segments listed in the message
· For two consecutive segments:
· Transport is by air for each segment
· The departure time or arrival time is not ‘0000’ for each segment
· The time difference between the arrival of the first flight and departure of the second flight is less than 90 minutes

	152
	CARDIT
	Minor
	Invalid flight date
	When the flight date is not valid or is not in the current or next month.
For example, when the report is run for December 2022, a date in 2023 is considered invalid. 

	153
	CARDIT
	Minor
	Invalid flight time
	When the flight departure or arrival time is not between 00:00 and 23:59

	154
	CARDIT
	Critical
	Comma as decimal separator
	Error raised when the decimal separator used for reporting weights is the comma instead of the point.

	155
	CARDIT
	Minor
	Handover information provided but not expected
	When the message includes transport information with qualifier 10 (pre-carriage transport), handover at origin should not be provided. The error is raised if handover information at origin is provided in this case.
When the message includes transport information with qualifier 30 (on-carriage transport), handover at destination should not be provided. The error is raised if it is provided in this case.

	156
	CARDIT
	Major
	Issues with totals
	CARDIT includes a totals section, with the total number of receptacles and total weight, per mail class.
The issue is raised when there is one of the following issues with the totals section, for one of the mail classes:
· Incorrect mail class: a mail class other than ‘E’, ‘C’, ‘U’ or ‘T’;
· Wrong total number of receptacles: the total count in the totals section does not match the number of receptacles listed in the message, for this mail class;
· Wrong total weight: the total weight in the totals section does not match the sum of individual receptacle weights listed in the message, for this mail class.

	157
	CARDIT
	Major
	Invalid EAD information
	When one of the EAD (Electronic Advance Data) data elements is not valid:
· ar-border-agency-authority does not contain one of the authorized codes (CUS, AVS, BOC, QRT);
· ar-flag does not contain value 1.

	158
	CARDIT
	Minor
	Static transport (orig = dest)
	When a transport segment has the same origin and destination location.

	159
	CARDIT
	Minor
	Origin and/or destination offices missing
	When EAD information is provided, the consignment origin and destination offices must be provided. If they are not provided, this issue is raised.

	160
	CARDIT
	Major
	EAD information: invalid applicable security regulation
	When the data element ar-reference-ID is not valid:
· not prefixed with ‘IMP-‘
· or the rest of the text is not one of the valid codes listed in the UPU customs compendium.
Fictitious example of valid ar-reference-ID: IMP-BE-20210429-EU185/2010

	161
	CARDIT
	Minor
	Origin and/or destination DO missing
	When EAD information is provided, the consignment origin and destination DO codes must be provided. If they are not provided, this issue is raised.

	170
	RESDIT
	Critical
	Structure error
	When the EDIFACT structure of the message is incorrect. This typically occurs if a mandatory segment or group of segments is missing, or if segments are in the wrong order.

	171
	RESDIT
	Nice-to-have
	Handover information provided but not expected
	For RESDIT 6, 57, 24, 14 and 40, there should not be any handover information. If it is provided, then this error is raised.
Note: the presence of handover information per event is provided in section 6.2.2 of standard M49, RESDIT V1.1.

	172
	RESDIT
	Minor
	Handover information expected but missing
	For RESDIT 74, 82, 5, 42, 43 and 21, handover information is mandatory. If it is missing, then this error is raised.
Note: the presence of handover information per event is provided in section 6.2.2 of standard M49, RESDIT V1.1.

	173
	RESDIT
	Minor
	Invalid partner ID
	When the partner ID is 'CN' (consignee) or 'CZ' (consignor) and the partner code source is '139' (UPU) then the length of the partner code should be 3 characters and the code should be from UPU code list 206. UPU ref list 160c can be used to link EDI addresses to valid DO codes.
Note: the rule is provided in section 6.2.8 of standard M49.

	174
	RESDIT
	Nice-to-have
	Transport information provided but not expected
	For RESDIT 74, 82, 42, 43 and 21, no transport information is expected. If it is present, then this error is raised.
Note: this rule is provided in section 6.2.3 of standard M49.

	175
	RESDIT
	Minor
	Transport information expected but missing
	For RESDIT events 5, 6, 14, 24, 40 and 57, transport information is expected. If it is missing, then this error is raised.
Note: this rule is provided in section 6.2.3 of standard M49.

	176
	RESDIT
	Minor
	Wrong transport stage qualifier
	The transport stage qualifier should be 10 for RESDIT 14 and RESDIT 10.
The transport stage qualifier should be 20 for RESDIT 5, 6, 24 and 57.
If the transport stage qualifier does not meet the conditions above, then this error is raised.
Note: this rule is provided in section 6.2.3 of standard M49.

	177
	RESDIT
	Nice-to-have
	Outdated transport date
	When the transport date is before the current month
Note: a possible reason for this is when CARDIT is received late.

	178
	RESDIT
	Minor
	Origin/destination location expected but missing
	The origin and destination location of a transport are expected for RESDIT 5, 6, 57, 24, 14 and 40. If the origin or destination location is missing for any of these RESDIT events, this error is raised.

	179
	RESDIT
	Nice-to-have
	Handover location: name provided unnecessarily
	When a handover location code is provided and the name is also provided.
As long as a location code is provided, it is not necessary to provide the location name.

	180
	RESDIT
	Nice-to-have
	Transport location: name provided unnecessarily
	When a transport location code is provided and the name is also provided.
As long as a location code is provided, it is not necessary to provide the location name.

	181
	RESDIT
	Nice-to-have
	Usage of RESDIT event 41
	RESDIT event 41 (transhipment) is being phased out and should not be used. Instead, individual receipt (74) and uplift (24) events should be used.

	200
	ITMREF
	Major
	Invalid referral code (CL 213)
	Error raised for an item when the referral code provided is not in UPU code list (CL) 213.

	201
	ITMREF
	Major
	Invalid reason code (CL 214/215/218)
	Error raised for an item when:
· The referral code is ‘RFI’ (request for information)
· and the reason code is not a in UPU CL 214
or
· the referral code is ‘RFS’ (request for high risk cargo or mail screening)
· and the reason code is not in UPU CL 215
or
· the referral code is ‘ERR’ (error) or ‘INC’ (incomplete)
· and the reason code is not in UPU CL 218

	202
	ITMREF
	Major
	Reason code expected but not provided
	Error raised for an item when:
· a reason code is expected for the referral code used, as defined in CL 213
· and no reason code is provided 

	203
	ITMREF
	Major
	Reason code provided but not expected
	Error raised for an item when:
· no reason code is expected for the referral code used, as defined in CL 213
· and a reason code is still provided

	204
	ITMREF
	Optim-ization
	[ID-type] provided for S10
	Error raised for an item when:
· the item identifier is a valid S10 identifier
· and the ID-type is provided for the item

	205
	ITMREF
	Minor
	Invalid/incorrect referral date-time
	Error raised for an item when:
· the referral date-time provided does not have a length of 12 characters (format YYYYMMDDHHMM means 12 characters)
· or when the date-time provided is not in the month being reported

	210
	REFRSP
	Major
	Invalid response code (CL 217)
	Error raised for an item when the response code is not in UPU code list 217 (REFRSP response codes)

	211
	REFRSP
	Major
	Invalid referral reason code (CL 215)
	Error raised for an item when the referral reason code is not in UPU code list 215 (RFS screening method codes)

	212
	REFRSP
	Major
	Invalid action code (CL 214/215)
	Error raised for an item, based on the reason code:
· when the reason code is R20 (Requested information, REFRSP data provided) and action code is not in UPU code list 214 (RFI data elements) 
· when the reason code is R30 (Additional screening conducted – no risk or alarm identified) and action code is not in UPU code list 215 (RFS screening method codes)

	213
	REFRSP
	Major
	Incorrect/invalid response date
	Error raised for an item when the response date is not a valid date or not in the month being reported.

	250
	common
	Yes
	Interchange sent to own EDI address
	This error is raised when the sender and recipient of the interchange is the same DO. No details are provided on the error: only the origin EDI address, destination EDI address and ‘intref’ number.

	251
	common
	Yes
	Duplicate interchange sent
	This error is raised when the same interchange (same origin EDI address, same destination EDI address and same intref number) is sent multiple times.
Note: the mechanism does not check if the contents of the interchange are similar. So in case two different interchanges are sent but have the same intref number, this is reported as a duplicate.

	253
	
	No
	Non-optimized EDIFACT segment
	This error is raised for each segment that is not optimized according to EDIFACT rules.
A segment is not optimized when one of the following cases occurs:
· Character ‘:’ is directly followed by ‘+’ or a ‘ (quote sign)
· Character ‘+’ is directly followed by ‘ (quote sign)
Fictive examples, with the non-optimized parts highlighted:
· DOC+351::+CNSZXDITMILAAUX88594'
· EMC+EE067248942ZZ+ZZ+1812111809+AAAAAA+AAAAAABBBBBBAEN80233+BBBBBB+AAAAAABBBBBBAEN80233001110004++A+EN+R+0.064::0++201+++:DEP::87500 ABCDE FGHIJ KLMNO:+::CITY+DDP+0:XXX::+1+'
· EMF+ZZ501710552XX::::+YY+1812120824+ABCDEF+++'
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